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SAMR Holds the Second Special Training on the Capacity Building of Fair Competition Review
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SAMR Holds the Anti-Monopoly Compliance Lecture for the Water Supply Industry
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The Expert Consultation Group of the Anti-Monopoly and Anti-Unfair Competition Committee of the
State Council Holds the Plenary Meeting for 2025
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The European Commission Fines Two Companies €329 Million for Participation in the Online Food
Delivery Cartel
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FTC to Require Synopsys and Ansys to Divest Assets to Resolve Antitrust Concerns
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Brazil’s Antitrust Authority Reopens Google Probe over Alleged Abuse of Dominant Position in the
Search Market
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The CAC Issues the Provisions on the Application of Administrative Penalty Discretionary Bench-
marks by Cyberspace Administration Departments (Draft for Public Comment)
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FEARBTAN (FEARRTLFIAHRALE Z2ZH0REEELE)

The People’s Bank of China Issues the Management Measures for Reporting Cybersecurity Incidents in
the Business Operations of the People’s Bank of China

EIX XA (XTI RARRABE AN A EZE THENLE)

The CAC Issues the Notice on the Implementation of Filing Procedures for the Application of Facial
Recognition Technology

NREE R AWNEZ2EREFNITFEHNEARELHEIET] GRAT) D

The Ministry of Public Security Issues the Implementation Guidelines for High-Risk Assessment in Cy-
bersecurity Level Protection Evaluation (Trial)

EXMEAR (MABRRFEAFTIUHERNE) LA RFTETE HE

The CAC Answers Questions from Journalists Regarding the Implementation of the Personal Infor-
mation Protection Compliance Audit Management Measures

& [E . PIPC & Dior#u Tiffanyty 3k #8 it & = 15
South Korea: PIPC Launches Investigation into Dior and Tiffany Data Breach
BKH: BCEZ R A 5 R AP AL R SHEING <7 Bk 80K 38 3 (R 47 i AL

EU: European Commission and Consumer Protection Authorities Urge SHEIN to Respect EU Consumer
Protection Laws

#R =X Intellectual Property
B AR R12025°% =7 BARE RGBT XA

2025 Revision to the “Cancellation for Three-Year Non-Use” Requirements Released by Trademark Of-
fice

BB E R TR RAA K L ABREAATE L H AT (8 1 7 B TR E & ok 2 i 7
s
Intellectual Property Court of Supreme People’s Court of China: Determination of Retroactive Effect

of Invalidation Decisions When Compensation Enforcement Timelines Differ Among Multiple Alleged
Infringers in Patent Infringement Judgments
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Beijing High People’s Court: Criteria for Admissibility of WeChat Moments Screenshots as Evidence
in Trademark Cases on Cancellation for Three-Year Non-Use

dmigrRER: 2EEAPEREALRESLLREFHURLE, A0

Beijing Haidian District Court: China’s First Unfair Competition Lawsuit Over Encyclopedia Entry
Data Results in RMB 8 Million Damages Award

WiLElE: “=Z907 KR, MelmEdra, RERR S ERF

Zhejiang High People’s Court: “SATURNBIRD” Prevails in Lawsuit, Original Coffee Packaging and
Decor Receive Judicial Protection

bRk awall! BEFAREERILH “Fik” KTE, AT

Shanghai Jing’an District Court: First Case in the City, Judgment Issued in Programmatic Bulk Sale of
Real-Name Verified Online Gaming Accounts Case

B ke B R HE A K RALRE RN “E&7 K “B8” tiEgrE A

CJEU Set to Rule on Legal Issues Surrounding Unauthorized Reproduction and Dissemination by Gen-
erative Al

B 5] F F 1K/ 5 Siliconarts X 3 34 48 2 & FZ AR I
South Korean semiconductor firm Siliconarts files patent infringement lawsuit against Nvidia
XEBR R A KRS, AR ek %

Former U.S. Copyright Office Director sues Trump, alleges her firing was unlawful
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WHRERREANTFREFERABRRTAZIIE (F280)

2025450290, EXRTHREERLR (“THHRERR” ) MAFEANTFERFFERAER
TRENIE (F28D AXEN. ARENWHEESAI9OEELBHES, ERAFRF T EHEE
HEFHNERERFEAE, RELAFRFERRER, A FPR4FEELMLS, ERLRELEFA
B, BEREHRALLEE S, ZUEFREFFHLRFEM N FREFFELHBTHER,
KRARFME, EXRHE, AJER. ZOHT. BERRQRF LM AT REINES . FHE
HFEmEFEATNGREAER, LZRI A FRFFEFNERAN L. (EEESL)

SAMR Holds the Second Special Training on the Capacity Building of Fair Compe-
tition Review

On May 29, 2025, the State Administration for Market Regulation (“SAMR”) posted the relevant infor-
mation of holding the second special training on the capacity building of fair competition review. This
training course was held from May 19th to 23rd, which focused on key and difficult issues in the imple-
mentation of the fair competition review regime, concentrated on fair competition laws and policies,
theories and practices of fair competition review and international experience references. The training
invited experts and scholars from the fields of anti-monopoly and anti-unfair competition, macroeco-
nomic governance and work backbones of fair competition review to give lectures, and the training ac-
tivities are carried out through various means such as policy interpretation, expert lectures, on-site Q&A
sessions, case studies, and symposiums. The training is expected to enhance the capacity building of the
review personnel team and solidly promote the in-depth implementation of the fair competition review
regime. (More)

W W E R R | AT R 2R &R

202545280, WHEERREXTESBEEATLEE TR R ZH AR E, KHRZE
BT et E 2 TREURATY R EZRHEG, RESMUATY S R KO Z2WTFER, RN
(FEARKIMERZH®) KEEEN, 5IRE2T T HRMFRA. BETE. 7R L L
Rig, RBREEEMNF. EREANTEHE. THRELRRRA, #ATLEEEKRER
EENRZH &NER, TNHETF AN ZE AR, bR R 28 &% = LT xS %7
TR, MERFFIAFREMARBEAGENGE. (EEES)

SAMR Holds the Anti-Monopoly Compliance Lecture for the Water Supply Indus-
try

On May 28, 2025, the SAMR held an anti-monopoly compliance lecture for businesses in the water sup-
ply industry in Beijing. This time the lecture comprehensively reviews anti-monopoly cases in the water
supply industry, systematically analyzes the frequent and easily occurring monopolistic issues in the
water supply industry, deeply interprets the Anti-Monopoly Law of the People’s Republic of China and
its supporting regulations, guides businesses to scientifically identify, accurately assess, and effgctively
prevent monopolistic risks, and actively creates a fairer and more dynamic market enviro



https://www.samr.gov.cn/xw/sj/art/2025/art_35f0eebde0bd4ec6a9515b6c62872107.html
https://www.samr.gov.cn/xw/sj/art/2025/art_35f0eebde0bd4ec6a9515b6c62872107.html
https://www.samr.gov.cn/xw/zj/art/2025/art_7ee26807bf3d47929011300e9c2b62e6.html
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SAMR emphasized that business entities in the water supply industry should attach great importance to
the construction of anti-monopoly compliance, proactively identify possible monopolistic risks, pre-
vent the extension of monopolistic advantages to upstream and downstream contestable sectors, and
effectively protect the fair market competition and legitimate rights and interests of the people. (More)

B4R ZHR A ELESEZE RS ERXEALET2025F 242

20245 A27H, WHBRELRANTEFRRXZHRAALLERFZR2TXEWE2EKL2 N
T, 2WNTSA2IBERET, THRELRRAKEREZ FONARFFLELHIIES
M, RENFEFIEEIRIFAF L, TRUAEBEHIERE, YZRLSBRFRERMEE
NXE, AHELER—ATY. EmREARFLHTTH. (EEESL)

The Expert Consultation Group of the Anti-Monopoly and Anti-Unfair Competi-
tion Committee of the State Council Holds the Plenary Meeting for 2025

On May 27, 2024, the SAMR announced the convening of the plenary meeting of the Expert Consulta-
tion Group of the Anti-Monopoly and Anti-Unfair Competition Committee of the State Council (“the
Committee”). The meeting was held in Beijing on May 21. The Director of the SAMR opined that the
Expert Consultation Group should firmly grasp the correct political orientation, focus on new issues
and challenges in the field of fair competition governance, conduct forward-looking and targeted re-
search, provide strong support for the scientific decision-making of the Committee, and make new
contributions to building a unified national market and promoting high-quality development. (More)

KEZ R a4t & B R &R AW FRRAT A K329 K T

2024556 A2H, MEAZ R4 E MWK EE R &L 7 Delivery Hero 1 Glovo 4 DA B 1t 3.29
TR T R 28z, EEHEN A S 5848 R MET VN FRR, #5, ARSIV HARALF
I T UTATH: (D BRELEZANTRANEGE; () XEFLHRELE; 3 4%
WETY, HITAXEERMNEHFRN, HFENIF, REZR 2NN LR =M FETRITHE
DT EF KR, BOT RIWNS, HERT ZREMCFHA A, WaE—H
BFEWERATH, TR (RBEZTEA) 21015, ARATIHA NS G RHERFREME,
REZERAREERI0%N TR A AERRBAZACHFREFATHINE FHER. (BE
%)

The European Commission Fines Two Companies €329 Million for Participation in
the Online Food Delivery Cartel

On June 2, 2025, the European Commission (“the Commission”) has fined Delivery Hero and Glovo,
two major food delivery companies, a total fine of €329 million for their participation in the cartel in
the online food delivery sector. In particular, the two companies (i) agreed not to poach each other’s
employees; (i1) exchanged commercially sensitive information; and (iii) allocated geographic markets;
such infringement covered the European Economic Area (“EEA”) and lasted four years. The Commis-
sion holds that cartels like this reduce choice for consumers and business partners, reduce opportunities



https://www.samr.gov.cn/xw/zj/art/2025/art_7ee26807bf3d47929011300e9c2b62e6.html
https://www.samr.gov.cn/xw/zj/art/2025/art_5da5c478d39949b6a455217d9905f52d.html
https://www.samr.gov.cn/xw/zj/art/2025/art_5da5c478d39949b6a455217d9905f52d.html
https://ec.europa.eu/commission/presscorner/detail/en/ip_25_1356
https://ec.europa.eu/commission/presscorner/detail/en/ip_25_1356
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for employees and reduce incentives to compete and innovate and that the three anti-competitive prac-
tices constitute a single and continuous infringement, amounting to an infringement of Article 101 of
the Treaty on the Functioning of the European Union (“TFEU”). Because both companies acknowl-
edged their participation in the cartel and agreed to a settlement, the Commission applied a standard
reduction of 10% to the fines according to the law. This is the first decision where the Commission
finds a cartel in the labor market. (More)

XEFTC: FRAKA LIS IR SR & % 7= DA R Z BT

2024458280, ZEBRHAFAZE R4S ( “FIC?) =4 Zk#H BA 4 (Synopsys) #1% #f £ 4

(Ansys) F|B#HHE =, UMBREEI T4 R FI5010F TH MR R ZHE R, 5 EM
BErReEFRITESMHGE (ATRITERE WAETLAAAELE, ZHHBENEERFES
AT E A TR RERE~ &) o REMUNAF 4 (consent order) , #H AR H KR
BEAFHRGTIAMETHRGEIE, ZHMBKR LRI ITE, —FHEELENE
I % = = A # (Keysight Technologies) o £ 44T A Z N IGFn g AR FRITEF, FTICL
EARESRE., E., HAMHEZRFHENITRET FEWEME. 2 A H 30K # B[54 3 #1130
WA RREN. (EEEZ)

FTC to Require Synopsys and Ansys to Divest Assets to Resolve Antitrust Concerns

On May 28, 2025, the Federal Trade Commission (“FTC”) requires Synopsys, Inc. and Ansys, Inc. to
divest certain assets to resolve the authority’s antitrust concerns surrounding their $35 billion merger.
Synopsys is a leading developer and supplier of software (used to design semiconductors), Ansys is a
provider of simulation and analysis software tools (used to test products including semiconductors). Un-
der the proposed consent order, Synopsys will divest its optical software tools and its photonic software
tools, and Ansys will divest its power consumption analysis tool. Both Synopsys and Ansys will divest
their assets to Keysight Technologies, Inc. In analyzing the proposed acquisition and potential reme-
dies, the FTC staff cooperated closely with the staff of competition agencies in the European Union, the
United Kingdom, Japan, and South Korea. The public will have 30 days to submit comments on the
proposed consent order. (More)

BT R 20 E AR ARG HEFERTT T XA RE

20255A28H, EHEERE, EHXEZHEENMETREFHHTHRZ Ra ( “CADE™) B
WEMAFH X LW RE, BEREEEALEARRT PR, HAE =7 Wb L8
FrE WA, MERAAL20I8F B3, 20245128 BAHE . AV E 1 X IE 401 A Fry 0 T 4542
MEAMPSE L “RE” FEANE, EBRETAERERTHAMEG AR THANTNRE; £
BRERFRLETEA RS, #H— PR B2 &E R TA. L, CADERBEES A28
AMAR#TTEE, (BEES)

Brazil’s Antitrust Authority Reopens Google Probe over Alleged Abuse of Domi-
nant Position in the Search Market


https://ec.europa.eu/commission/presscorner/detail/en/ip_25_1356
https://www.ftc.gov/news-events/news/press-releases/2025/05/ftc-require-synopsys-ansys-divest-assets-proceed-merger
https://www.ftc.gov/news-events/news/press-releases/2025/05/ftc-require-synopsys-ansys-divest-assets-proceed-merger
file:///C:/Users/王瑞彤/AppData/Local/Microsoft/Windows/INetCache/Content.Outlook/RE5A8X4Z/Cade%20reabre%20inquérito%20contra%20Google%20por%20uso%20de%20notícias%20em%20busca%20|%20Empresas%20|%20Valor%20Econômico
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On May 28, 2025, according to the media, Brazil’s antitrust authority, the Administrative Council for
Economic Defense (“CADE”), has reopened its probe into Google over the alleged abuse of its domi-
ant position in the search market and the use of journalistic content from third-party sites. The probe
was initially launched in 2018 but was shelved in December 2024. The probe will focus mainly on the
following allegations against Google: that Google has engaged in “scraping” news content from other
websites, displaying it directly in its search results and thereby diverting traffic away from news out-
lets; prioritizing the display of its own services in search results further hinders the development of in-
dependent media. The case was reportedly reviewed by the CADE’s tribunal on May 28. (More)

W 422 & 5 $ 3 A Cybersecurity and Data Protection

ERFEAZA (REFIITERATXEREREAAR ERXELRK )

2025485 A30H, BIRMGEAAA T AMEHITHRATHKENEEEANE (ERKENL
) ) (ULTEH(AEY ), BELAFMEKREN, BN EE L H202556A 140
(HLE) 8, TEATRERNEERZENEH I TELZHAKLTE, HERZEY RNHEAT
HEEZ, R, FH. o ERE. YEAZTUIHEHF, FEE, 0. AZFTHE
WM EREBEF —EHEENPERR., REBEFA L HATHMENTH RN EEIPERE
fiirE. (HE) H#, MEHITTRATRENEENI» AL TAT. BREAT. AEL
. —BAH. NEATISHEN KR, (BEEZL)

The CAC Issues the Provisions on the Application of Administrative Penalty Discre-
tionary Benchmarks by Cyberspace Administration Departments (Draft for Public
Comment)

On May 30, 2025, the Cyberspace Administration of China (CAC) issued the Provisions on the Appli-
cation of Administrative Penalty Discretionary Benchmarks by Cyberspace Administration Depart-
ments (Draft for Public Comment) (Provisions), soliciting public opinions. The deadline for feedback
is June 14, 2025. The Provisions state that administrative penalty discretion benchmarks refer to the
specific enforcement standards and criteria established by cyberspace administration departments when
imposing administrative penalties. These benchmarks are derived by quantifying and specifying the
principles outlined in laws, regulations, and rules, as well as the discretionary authority and discretion
margins with a certain degree of flexibility, based on factors such as the facts, nature, circumstances,
social harmfulness, and subjective fault of the parties involved in the violation. The Provisions clarify
that the administrative penalty discretion benchmarks of the Cyberspace Administration are divided
into the following discretion tiers: no penalty, reduced penalty, lenient penalty, general penalty, and
severe penalty. (More)

FEARBATRA (FEARFTLFTAENELZLEFRETEAI L)

202554300, FEARBRITATT (FEARRTLFTARMNE L2 EFEREEELE)
(ATER ABEY D o (BE) FEFE=+=4%, H2025F8A1HREM. (HE) AKX,
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FEARRTUYFIBFE2eEtmnTANREE., EXME4%E. FERRARE. REHS
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RBRAEEN, MLAERAFIAZRE. (EEESL)

The People’s Bank of China Issues the Management Measures for Reporting Cyber-
security Incidents in the Business Operations of the People’s Bank of China

On May 30, 2025, the People’s Bank of China issued the Management Measures for Reporting Cyber-
security Incidents in the Business Operations of the People’s Bank of China (Measures). The Measures
consist of 5 chapters and 33 articles, and will take effect on August 1, 2025. The Measures define a cy-
bersecurity incident in the business domain of the People’s Bank of China as an event caused by human
factors, cyberattacks, vulnerabilities, software or hardware defects or failures, or force majeure, which
results in harm to the network built, operated, maintained or managed by the institution or data pro-
cessed by the institution in the business domain of the People’s Bank of China. The Measures classify
cybersecurity incidents into four levels: particularly serious, serious, significant, and general. Financial
institutions that experience a cybersecurity incident of significant level or above must submit a brief
report on the incident within one hour and a detailed report within 24 hours. If the incident does not
reach the significant level but related public opinion information appears on social media, search en-
gines, or news website hotlists, triggering significant public opinion, the institution must report the inci-
dent in accordance with the aforementioned provisions. (More)

ERXMEIRA (XTI RARRIBIALA SR T NE)

2025485 A30H, EIRMEALXHTT (XTHRARRABANALEE TN ALY (LLTEK
(YD) o« REAABRRAEKANFALLEBRLE) FTEELNE, NAARRAZALE
MARGERGFHEHEELINOT AN MAGEAESE, RYHAEREZEINEH I TBTEETF
., (&) FBH, B2025F6A1HK, NAARRAKALENARERFHEEELTI0T
AW, MY EHELRRZ HRIONTIEENEBETEFEFTE. 2025556 A1H®, A ARIRAK
AREBHARERFHEBEECELEI0L AN, MLYHE2025FTA4HMBAE4ETE. 45%
BERAEZLFUETEN, NYELXFZ ARONTHEOIANELEZETEFE., (BHESL)

The CAC Issues the Notice on the Implementation of Filing Procedures for the Appli-
cation of Facial Recognition Technology

On May 30, 2025, the CAC issued the Notice on the Implementation of Filing Procedures for the Appli-
cation of Facial Recognition Technology (Notice). In accordance with Article 15 of the Measures for
the Security Management of Facial Recognition Technology Applications, personal information proces-
sors that handle facial information processed using facial recognition technology and whose storage
volume reaches 100,000 individuals must file with the provincial-level cyberspace administration de-



http://www.pbc.gov.cn/tiaofasi/144941/144957/5728831/index.html?sessionid=806263851
http://www.pbc.gov.cn/tiaofasi/144941/144957/5728831/index.html?sessionid=806263851
https://mp.weixin.qq.com/s/k2NhwjcDN-sVqDF1u5T9ig
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partment in their jurisdiction. The Notice states that starting from June 1, 2025, entities processing faci-
al information using facial recognition technology that reach a storage volume of 100,000 individuals
ust complete the filing procedures within 30 working days from the date the volume is reached. For
entities that had already reached a storage volume of 100,000 individuals prior to June 1, 2025, filing
procedures must be completed by July 14, 2025. If there are substantial changes to the filing infor-
mation, the entity must complete the filing change procedures within 30 working days from the date of
the change. (More)

NEHER (FELZLFRRFITFENEH L LHEHT GRT) )

202545 A26H, NEHMEERT (MEZLFRERPNTEMARHAZLZHIET GRAT) ) (U
B (F851) ) o () FE—AAFIHAFEER, ERAKE. FAHA. THNEBE
BTG PENA f: (1) AR B SR R A% 4 # 6L SLGB/T22239-201989 BAR Bk 2k (2) 4
AR EERRZAAGERANERNEZER; (3) FAHRENAFAZEREE R REE A
=, AP E— L2 AHTRESREZAFZEEGENG; (4 TRNEZMBERNEHEE LR
B EEZEREE RN E bz b®Eim; (5 RNEIPN A2 E AL TN EFEHE A%
ELIHERRKASTEER. (EEES)
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The Ministry of Public Security Issues the Implementation Guidelines for High-Risk
Assessment in Cybersecurity Level Protection Evaluation (Trial)

On May 26, 2025, the Ministry of Public Security issued the Implementation Guidelines for High-Risk
Assessment in Cybersecurity Level Protection Evaluation (Trial) (Guidelines). Each case in the Guide-
lines consists of standard requirements, scope of application, problem description, possible mitigation
measures, and risk assessment: (1) Standard requirements describe the specific clauses of GB/T 22239-
2019 corresponding to each case. (2) Scope of application describes the grading level of the target ap-
plicable to each case. (3) Problem description outlines potential scenarios where the standard require-
ments are not met, any of which may result in the classification object facing high risk. (4) Possible
mitigation measures provide other security measures that may be considered to mitigate the risk level
after comprehensive risk analysis. (5) Risk assessment analyzes and evaluates whether the risk can be
appropriately reduced after applying the possible mitigation measures. (More)

ERXRAEAR AMABRRF AT ERAE) LT XEFTLILE H

202565 A27H, BRMEATARAATAR (MAGRRFEAFIHERNE) LHEXETE
ETEE®ERERE: (D Fl: MABERFEAFHELCHATSETNRELE? & (HEZLERF
BEEREF——IABERFEAFIHER) AT WL HAEFEENE, PABEL
BF, TUHNMTUSRATF RS, (2) Fl: MARGERF A F L HA 207 # 35
W? A ZXREMCHEZXANTANTEEEEZRSEEMRVGEAN, TV HA T = HFF
Wik, (3) [: MABERFEAF AR Y AL WLEN? & FAGEEEAFITAR
DANE. TR mEEAFR, AHTIEFReAFITARNENZR. (4 MABER
FaNFEIT ARG WFAATIEN? BE: (MPABERFEAFITAREA TN ER) A
TRFEFaAFHTARWEATFNER. 7R, Bi%F. (BEEES)
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The CAC Answers Questions from Journalists Regarding the Implementation of
the Personal Information Protection Compliance Audit Management Measures

On May 27, 2025, a representative from the CAC answered questions from journalists regarding the
implementation of the Personal Information Protection Compliance Audit Management Measures:
(1) Q: Are there any operational guidelines that can be referenced for personal information protection
compliance audits? A: The Cybersecurity Standards Practice Guide: Requirements for Personal In-
formation Protection Compliance Audits establishes norms for the implementation process of compli-
ance audits. Personal information processors and professional institutions may refer to it when con-
ducting audits. (2) Q: How can professional institutions apply for certification for personal infor-
mation protection compliance audits? A: Three organizations have filed relevant certification rules
with the National Certification and Accreditation Administration. Professional institutions may apply
for certification through them. (3) Q: What capabilities should personal information protection com-
pliance auditors possess? A: Relevant standards classify compliance audit personnel into three levels:
junior, intermediate, and senior, and specify the capability requirements for personnel at different lev-
els. (4) Q: How are the capabilities of personal information protection compliance audit personnel
evaluated? A: The Key Points for Evaluating the Capabilities of Personal Information Protection
Compliance Audit Personnel specifies the evaluation objectives, methods, and key points for person-
nel at different levels. (More)

% E: PIPCEZDiorfrTiffanydy 33 Mt E =4

202556 A1H, HENMNAGFEERFERS (PIPC) EH A EHEH X EF % % EDiorf
Tiffany W 5 3B M FF 4. RAE (DA RERFE) WHATEA, N3 LAEKE T2/
A EPIPCIR & I $ 42 EE ., PIPCIF&EDiort I B EM EEH L A ALA R, EHEEFSH
100 A |EX —FH, AHRAESATEA T RENHKEME. 5, DiorFTSABHERT &
Fo, HEMS L EBREERNE=FWHETHLEZF HE, AF®L. BETED, & T
iAW E 5 R, TiffanyTSAOHME T4A R X AMBBERESH, HFTSAREERXT
EXME. PIPC EE#HE, XRANGENEFEBELEAIFHAELXE P EEAGZNWRATIIK
FHEN. (EEES)

South Korea: PIPC Launches Investigation into Dior and Tiffany Data Breach

On June 1, 2025, South Korea’s Personal Information Protection Commission (PIPC) announced that
it is investigating data breaches involving luxury brands Dior and Tiffany. According to the enforce-
ment decree of the Personal Information Protection Act, companies must report any data breaches to
the PIPC within 72 hours of becoming aware of the incident. The PIPC suspects that Dior’s breach
occurred in January, but the company only reported the incident on May 10, stating that it became
aware of the breach on May 7. Subsequently, on May 13, Dior informed its customers about the
breach, revealing on its website that unauthorized third parties had accessed some customer data, in-
cluding names, phone numbers, email addresses, and purchase information. Tiffany also reported a
data breach that occurred in April on May 9, with a formal report submitted on May 22. The PIPC has
identified that both brands’ customer data was compromised through employee accounts that had ac-
cess to their online customer management systems. (More)
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EU: European Commission and Consumer Protection Authorities Urge SHEIN to
Respect EU Consumer Protection Laws

On May 26, 2025, following a coordinated investigation at European level, the European Commission
announced that the Consumer Protection Cooperation (CPC) Network of national consumer authori-
ties and the European Commission notified the online marketplace and e-retailer SHEIN of a number
of practices on its platform that infringe EU consumer law: (1) Fake discounts: pretending to offer
better deals by showing price reductions that are not based on the actual ‘prior prices’. (2) Pressure
selling: putting consumers under pressure to complete purchases using tactics like false purchase
deadlines. (3) Missing, incorrect and misleading information: displaying incomplete and incorrect in-
formation about consumers’ legal rights to return goods and receive refunds and failing to process
returns and refunds in accordance with consumers’ relevant rights. (4) Deceptive product labels: us-
ing product labels that suggest that the product offers something special when in fact the relevant fea-
ture is required by law. (5) Misleading sustainability claims: providing false or deceptive information
about the sustainability benefits of its products. (6) Hidden contact details: consumers cannot easily
contact SHEIN for questions or complaints. (More)
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2025 Revision to the “Cancellation for Three-Year Non-Use” Requirements Re-
leased by Trademark Office

On May 26, 2025, the China National Intellectual Property Administration (CNIPA) Trademark Office
issued the newly revised Provisions on Applying for Cancellation of Registered Trademarks Not Used
for Three Consecutive Years Without Justifiable Reason, effective from the date of issuance. The revi-
sions focus on improving the evidence requirements for cancellation applications, explicitly stipulating
that applicants must submit multi-dimensional evidence covering the business status of the trademark
registrant and market usage of the trademark. This includes, but is not limited to, enterprise industrial
and commercial information, usage records on official promotional platforms (official websites/official
accounts/e-commerce platforms), on-site investigations of physical business premises, and third-party
market research reports.

According to Article 49 of the Trademark Law, any entity may apply to the Trademark Office for can-
cellation of a registered trademark that has not been used for three consecutive years without justifiable
reason. Application channels include the online trademark service system, offline trademark registration
halls, and authorized agencies. Applicants must submit the Application for Revocation, preliminary evi-
dence of use, identity documents, and other materials, strictly complying with format requirements. The
new regulations specifically emphasize that cancellation applications must be filed after the registered
trademark has been announced for three full years. For international registered trademarks, conditions
such as the expiration of the refusal period or the effective date of the review decision being three years
prior must be met.

Upon receiving the application, the Trademark Office will issue a fee payment notice, collecting official
fees by class. Subsequent procedures include issuing an acceptance notice, requiring the trademark reg-
istrant to submit evidence of use, reviewing the evidence, and issuing a cancellation decision. If dissat-
isfied with the decision, the concerned party may apply for review within 15 days of receiving the no-
tice. This revision further standardizes the cancellation application process and strengthens the exami-
nation standards for evidence of actual trademark use.

Source: CNIPA
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Intellectual Property Court of Supreme People’s Court of China: Determination of

Retroactive Effect of Invalidation Decisions When Compensation Enforcement
Timelines Differ Among Multiple Alleged Infringers in Patent Infringement Judg-
ments

Recently, the Intellectual Property Court of the Supreme People’s Court (SPC) clarified in a patent in-
fringement dispute case that the recognition of the retroactive effect of a patent invalidation decision on
infringement judgments must balance legal effect and social equity. In this case, after Zhou’s utility
model patent was declared invalid, a dispute arose over legal restitution because the timing of the exe-
cution payments made by the defendants, Chen Company and an electronics company, straddled the
effective date of the invalidation decision. The court pointed out that although Article 47 of the Patent
Law stipulates that an invalidation decision generally has no retroactive effect on obligations already
performed, mechanically demarcating liability based solely on the date of payment execution would
penalize parties who actively fulfill their obligations, thereby violating the bona fide principle. As Chen
Company paid the execution amount after the invalidation decision took effect, its payment was subject
to restitution. Although the electronics company performed its obligation earlier, the court—to avoid
incentivizing non-compliance—transcended formal criteria and uniformly initiated restitution proceed-
ings under the principle of equity.The final judgment revoked the original ruling, dismissed Zhou’s
claims, and ordered the return of the executed payments along with accrued interest.

Source: SPC
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Beijing High People’s Court: Criteria for Admissibility of WeChat Moments
Screenshots as Evidence in Trademark Cases on Cancellation for Three-Year Non-
Use
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Recently, the Beijing High People’s Court concluded the retrial of the administrative dispute case over
trademark cancellation review between Zhao and CNIPA and a certain biotechnology company. As a
rademark applicant and operator of a home textile shop, Zhao proved public, genuine, and lawful use
of the trademark on designated goods such as “bedspreads and quilt covers” during the specified period
by posting product images and transaction records bearing the disputed trademark on WeChat Mo-
ments, combined with evidence of offline physical store operations.The court, invoking Article 48 of
the Trademark Law (2013) regarding the definition of trademark use, recognized WeChat Moments as a
commercial promotion vehicle. Its evidentiary validity assessed comprehensively based on the publish-
er’s identity, intent of use, and public accessibility, was deemed compliant with trademark use require-
ments under the law. The court ultimately overturned the original judgment and maintained the trade-
mark’s validity. It emphasized that determinations of trademark use should align with the actual busi-
ness models of micro and small enterprises, avoiding mechanically applied formal requirements.

Source: Beijing High People’s Court
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Beijing Haidian District Court: China’s First Unfair Competition Lawsuit Over
Encyclopedia Entry Data Results in RMB 8 Million Damages Award

Plaintiffs Netcom Co., Ltd. (operator of Jia Wiki) and Online Co., Ltd. (technology and trademark
rights holder) alleged that the defendant unlawfully scraped over 600,000 entries from Jia Wiki through
technical means, falsified user identities to upload the content to Yi Wiki, and engaged in unfair compe-
tition. The Beijing Haidian District People’s Court ruled in first instance that the plaintiffs’ competitive
interests in the aggregated massive database were protected under the Anti-Unfair Competition Law.
The court found the defendant’s actions constituted unauthorized substantial substitution of the plain-
tiffs’ services, disrupted market order and public interests, and violated the principle of good faith. Con-
sequently, the defendant was ordered to cease infringements, eliminate adverse impacts, and compen-
sate 5 million yuan in economic losses plus 3 million yuan in reasonable litigation costs. The second-
instance court upheld the ruling. As China’s first judicial precedent on encyclopedia data competition,
this case clarifies that platforms’ competitive interests in data aggregations exist independently from
individual users’ rights and must be acquired through lawful investments.

Source: Beijing Haidian District Court
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Zhejiang High People’s Court: “SATURNBIRD” Prevails in Lawsuit, Original Cof-
fee Packaging and Decor Receive Judicial Protection

In the unfair competition dispute case between coffee company Saturnbird and defendants Xiong Com-
pany and Wang Company, the court ruled that the three-dimensional mini-cup packaging of
Saturnbird’s “Cold Brew Super Instant Coffee” series, along with its textual, graphic, and color combi-
nations, constitutes “well-known packaging and decoration” protected under the Anti-Unfair Competi-
tion Law. The packaging’s distinctive design creates unique visual characteristics and, through long-
term marketing and use, has acquired the function of identifying the product’s origin.

The two defendants used similar packaging on their coffee and brown sugar ginger tea products, which
were sold through the same store, likely causing consumers to confuse the products’ origin or assume
an association between them. The court noted that although brown sugar ginger tea and coffee serve
different functions, their highly overlapping sales channels and consumer bases, coupled with the de-
fendants’ use of their own trademarks, were insufficient to eliminate the likelihood of confusion.

Accordingly, the second-instance court affirmed that both defendants engaged in unfair competi-
tion and upheld the first-instance judgment. The judgement emphasized that regulating cross-category
confusion requires comprehensive consideration of product relevance and actual sales models.

Source: Zhejiang High People’s Court
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hanghai Jing’an District Court: First Case in the City, Judgment Issued in Pro-
grammatic Bulk Sale of Real-Name Verified Online Gaming Accounts Case

Shanghai Jing’an District Court has concluded the city’s first case involving programmatic batch regis-
tration of real-name online game accounts. Defendant Ma used technical means to bypass verification
mechanisms of gaming platforms, illegally obtained over 60,000 pieces of citizens’ personal infor-
mation, batch-registered more than 110,000 sets of real-name accounts, and provided them to co-
defendant Liu for sale and profit.

The court convicted Ma of illegally obtaining computer information system data and infringing on citi-
zens’ personal information, sentencing him to four years and six months imprisonment with a fine of
RMB 180,000. Liu was convicted of concealing criminal proceeds and infringing on citizens’ personal
information, receiving a sentence of four years and three months imprisonment and a fine of RMB
180,000.

Both defendants were ordered to delete all illegally obtained personal data and issue public apologies in
state-level media. The court emphasized that such crimes undermine the real-name registration system,
threaten minors protection and transaction security, and will be severely punished according to law.

Source: Shanghai Jing’an District Court
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CJEU Set to Rule on Legal Issues Surrounding Unauthorized Reproduction and
Dissemination by Generative Al

CJEU has for the first time accepted a judicial review concerning potential copyright infringement by
generative Al chatbots replicating protected journalistic content, a case outcome that could reshape the
EU’s regulatory framework for artificial intelligence. Hungarian news publisher Like Kft. alleges that
Google’s Al tool Google Gemini (formerly Bard) directly reproduced exclusive coverage of Hungarian
singer Kozso from their articles when generating news summaries for user queries. The plaintiff seeks
compensation under Article 15 of the EU’s Digital Single Market Directive, which mandates fees for
rights holders when digital services exceed “fair quotation” boundaries in using copyrighted material.

Central legal disputes revolve around four pivotal questions: whether Al-generated content falls under
the directive’s purview, if Al training using copyrighted materials constitutes “reproduction”, whether
such activities qualify for text-and-data-mining exceptions, and whether platforms bear liability for Al
outputs. A ruling against Google could impose substantial licensing costs on U.S. tech giants, potential-
ly altering Al development paradigms globally. Google contends its Al employs dynamic predictive
generation without storing original texts, attributing similarities to technical “hallucinations™ or coinci-
dental patterns.

This case emerges amid escalating global debates on Al copyright regulation. In the U.S., the Copyright
Office’s rights-holder-leaning Al usage report precipitated the Trump administration’s dismissal of its
director, underscoring policy divisions. China similarly faces balancing copyright protection with tech-
nological innovation, making this ruling a critical bellwether for global Al governance trends.

Source: Enterprise Patent Observation
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South Korean semiconductor firm Siliconarts files patent infringement lawsuit
against Nvidia

South Korean semiconductor firm Siliconarts has filed a patent infringement lawsuit against NVIDIA in
the United States, alleging that the latter’s GPU products infringe its patents related to “real-time ray
tracing” technology. A favorable verdict for Siliconarts could result in damages potentially reaching
hundreds of billions of South Korean won, as reported by the Science and Technology Innovation
Board Daily on the 27th.

Source: China Starmarket Daily
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Former U.S. Copyright Office Director sues Trump, alleges her firing was unlawful

Shira Perlmutter, the recently fired U.S. register of copyrights, sued President Donald Trump and the
acting librarian of Congress on Thursday, seeking an emergency order to block her removal. In a law-
suit filed in federal court in Washington, D.C., Perlmutter said the Trump administration’s attempt to
remove her was “blatantly unlawful” because the power to appoint and remove the copyright register
belongs to the librarian of Congress, not the president. The lawsuit comes less than two weeks after the
White House fired Perlmutter on May 10.

Source: Sina Finance
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This Newsletter has been prepared for clients and professional associates of Lifang & Partners. Whilst every effort
has been made to ensure accuracy, no responsibility can be accepted for errors and omissions, however caused.
The information contained in this publication should not be relied on as legal advice and should not be regarded as
a substitute for detailed advice in individual cases.
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