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SAMR Responses to Whether CNKI is Suspected of Monopoly
el TERE & A, i TE R 20 E k& A AN

Report on the Work of SPC Released, Strengthening Anti-Monopoly and Anti-Unfair Competition Jus-
tice
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Report on the Work of the Government: Further Promoting the Implementation of Fair Competition
Policy and Strengthening Anti-Monopoly
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Stonewalling Antitrust Investigation, Amazon May Face Criminal Charges
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Seoul High Court Suspends Validity of FTC's Order Against Google

W & %24 5 $ AWM Cybersecurity and Data Protection
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MIIT Issues the Guideline on Construction of Cybersecurity and Data Security Standard System of In-
ternet of Vehicle

(RBAF AP SR EFD) BRATFEKRENL

The Regulations of Minor Cyber Protection Solicits Public Comments for the second time
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The Guideline for Data Security Assessment of Intelligent Network Vehicles Solicits Public Comments
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MIIT Notifies the Second Batches of APPs that Infringe on Users' Rights and Interests in 2022
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CVERC Finds 17 APPs with Privacy Non-compliance
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The Supreme People's Procuratorate of the People’'s Republic of China (*SPP”) Published the 35th

Batch of Guiding Cases, including A Child Molestation Case Leading to Illegal Collection and Use of
Children's Personal Information through Short Video APP

(MEEHESF(ER)) EXELR AFERERL
Henan Data Regulations (Draft) Solicits Public Comments

B & REWR L BERT, RARERERBUFELPVERZL

CPPCC members suggest establishing a "data bank" to protect key data and national security to the
maximum extent

XEUFRZZ Ra (SEC) A, M L7405 EEE M EF M 83 E AT

SEC Proposes Rules on Cybersecurity Risk Management, Strategy, Governance, and Incident Disclo-
sure by Public Companies

# [EDCMS /A A 8 % BT 5 - 088 o oL i 42 5
DCMS Releases New Legislation Set to Make Digital Identities More Trustworthy and Secure
HEFRERAANE UCO) AT (BEL. BELMRAEBREARFSENL) EEFEXRENL

ICO Call for Views: Anonymization, Pseudonymization and Privacy Enhancing Technologies Guid-
ance
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President Biden to Sign Executive Order on Ensuring Responsible Development of Digital Assets
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Italian SA Fines Clearview Al EUR 20 million
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Four Leading Australian Watchdogs Form Digital Platform Regulators Forum

#1R =X Intellectual Property
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China National Intellectual Property Administration responded: The design patent evaluation report
cannot prove whether the alleged infringing design is identical or substantially identical to the existing
design

ERN P FANENERLALTAGREFEL —F AR, FEHRES357 T

Shanghai IP Court made a judgment in patent infringement case for the famous automobile component
producer, the plaintiff was awarded damages of RMB 5.35 million
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Zhejiang Higher People's Court ordered the defendant to compensate more than RMB 1 million for the
infringement on the well-known trademark "RT-Mart"

T kI — RBOR M M 4 P R TR 5 A LR 4 A 1E R

The Supreme People's Court defines reverse engineering and corresponding protection measures in a
trade secret litigation

XERNE K /RN E RFRBE 0 EAEAR, FHE10007 7T

American agricultural machinery giant John Deere sued a Chinese list company for patent infringe-
ment, claiming damages of RMB 10 million
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EU takes measures to protect Ukrainian intellectual property
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SAMR Responses to Whether CNKI is Suspected of Monopoly

On March 10, 2022, it was reported that the State Administration for Market Regulation (“SAMR?”) is
investigating whether CNKI is conducting monopolistic behaviors. The relevant division of SAMR
once responded to this issue on December 16, 2021, saying that SAMR will investigate this issue. Dur-
ing the 2022 National People's Congress, Zhao Dexin, a ninety-year-old professor at Zhongnan Univer-
sity of Economics and Law, sued CNKI to defend his rights, which likewise drew the attention. (More)

wow e TAERE KA, miExERZE A ERAAN

20224 3A8H, TZEAEARER2WUETE - Rehall, TRAUFNT &Em ARER
(“J®\B” ) ThRE mEm ARER TEMRSE TR 20214 & 4 £ U4 E 1491, 2022
F, RmARERETERZHIAAN. (EEESL)

Report on the Work of SPC Released, Strengthening Anti-Monopoly and Anti-

Unfair Competition Justice

On March 8, 2022, the fifth session of the 13th National People's Congress held its second plenary ses-
sion to hear and review the report on the work of the Supreme People's Court (“SPC”). The report of
the SPC mentioned that 49 monopoly cases were concluded in 2021 and SPC will improve the anti-
monopoly judgement rules in 2022. (More)

BUR TAE#RAE: 202258 RN ER A FREBK LM, MERK LY
202243A5H, TEZELEAAEASWERTR, BFRLEFABRREF ALK

BIfE#HE CBRE” D o MEBRE, 20225 K RENEH LN TFREFBOR LM, 0B REH AR
TIELES, EFNFRTFHTEHE. (EEES)

Report on the Work of the Government: Further Promoting the Implementation of
Fair Competition Policy and Strengthening Anti-Monopoly

On March 5, 2022, the Fifth Session of the 13th National People's Congress held in Beijing, and Prem-
ier of State Council Li Keqiang delivered the Government Work Report (“Report”). The Report em-
phasized that, in 2022, the government will deepen the implementation of fair competition policies,
strengthen anti-monopoly and anti-unfair competition, and maintain a fair and orderly market environ-
ment (More)
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Stonewalling Antitrust Investigation, Amazon May Face Criminal Charges

On March 9, 2022, House Judiciary Committee addressed a letter to Department of Justice, claiming
that Amazon has refused to articulate how it uses data belonging to third-party sellers and accusing ex-
ecutives of making "false and misleading statements" in previous testimony before the panel. That
amounts to “potentially criminal conduct”. Federal prosecutors suggested that it’s exceedingly rare for
companies to face criminal charges, but they are willing to bring criminal cases for alleged monopolies.
(More)

B AR RERE FKFTCX A8 1E 822491240 5 Fe e
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Seoul High Court Suspends Validity of FTC's Order Against Google

Recently, it is reported that, Seoul High Court ruled that Korean Fair Trade Commission (“KFTC”) ’s
fine on Google is suspended. KFTC last year ordered corrective measures and imposed fines on Google
for forcing smartphone makers to only use its Android mobile operating system. Google then filed the
lawsuit to overturn that decision and separately applied for an injunction with the Seoul High Court. The
court has decided to suspend the FTC's order until August 31 to prevent irreparable damage to the plain-
tiffs. The court did rule, however, that the KWR 224.9 billion (around CNY1.16 billion) fine imposed
on Google remains valid. (More)

W & &2 5% A H Cybersecurity and Data Protection

THEHAR (FRAMEZLTEBELLTRERRREREE)
202243078, BRTUREANTELA T (FRAAELLPHELLAEERERZH)
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MIIT Issues the Guideline on Construction of Cybersecurity and Data Security
Standard System of Internet of Vehicle

On 7th March 2022, the Ministry of Industry and Information Technology of the People’s Republic of
China issued the Guideline on Construction of Cybersecurity and Data Security Standard System of
Internet of Vehicles (“the Guideline”). According to the Guideline, by the end of 2023, the standard
system of cybersecurity and data security of Internet of vehicles will be preliminarily established. The
Guideline requires focus on basic commonness, terminal and facility cybersecurity, cyber communica-
tion security, data security, application service security, security guarantee and support, and complete
the development of more than 50 urgently needed standards. By 2025, a relatively complete cybersecu-
rity and data security standard system for Internet of vehicles shall be established. Related parties shall
complete the development of more than 100 standards, improve the coverage of standards in subdivid-
ed fields, strengthen the standard service capacity, improve the standard application level, and support

the safety and healthy development of the Internet of vehicles industry. (More)

& INCE-2 =k iﬁwﬁ\%ﬁﬂ%%)ﬂt

2022F3A14H, BEXEBMEREAAZTR ACRRFANE R LA ERKE L )
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The Regulations of Minor Cyber Protection Solicits Public Comments for the sec-
ond time

On 14th March 2022, the Cyberspace Administration of China solicited public comments for 7he Reg-
ulations of Minor Cyber Protection (Exposure Draft) (“the Draft”) for the second time. The deadline
for feedback is 13th April 2022. Compared with the first exposure draft released in 2016, the Draft fur-
ther elaborates regulations on minor cyber protection concerning the duties of network operators, intel-
ligent terminal product manufacturers, guardians of the minors, network information departments and
other departments. Additionally, the Draft combines with the Personal Information Protection Law,
stipulating the protection of minor’s personal information in a special chapter. The Draft aims to create

a healthy, civilized and ordered network environment, to protect the physical and mental health of mi-
nors and to safeguard the legitimate rights and interests of minors in cyberspace. (More)
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https://www.miit.gov.cn/zwgk/zcwj/wjfb/tz/art/2022/art_e36a55c43a3346c9a4b31e534b92be44.html
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The Guideline for Data Security Assessment of Intelligent Network Vehicles Solicits
Public Comments

On 9th March 2022, China Automobile Industry Association solicited public comments on the Guide-
line for Data Security Assessment of Intelligent Network Vehicles ("the Guideline"), and the deadline
for feedback is 8th April 2022. The guideline illustrated the implementation process and evaluation
method of data security risk assessment and data security compliance assessment concerning intelligent
connected vehicles, which is also suitable for relevant organizations within the intelligent connected
vehicles industry to carry out data security assessment by themselves. The Guideline can also provide
reference for competent departments, third-party evaluation institutions and other organizations to carry
out data security inspection, assessment, and supervision of intelligent connected vehicles. (More)

TEHBER202F 2 F AR EH P KEAT N EWAPP
2022463 H 14 H, ER I Ffufs B K A T 202248 F 24 % TAPPZ E A P R E &G “HLE”

ZIEAER (“BR” D o BMARE T 360F A T4 N 142KAPP, F |7 A ff%ﬁéwa
BEHLAF. BEEKENMNAEE. NALS AT & L0IAPPE RS T B (L, APPER A,
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MIIT Notifies the Second Batches of APPs that Infringe on Users' Rights and Inter-
ests in 2022

On 14th March 2022, the Ministry of Industry and Information Technology of the People’s Republic of

China (“MIIT”) released the Notification of the second batches of APPs that infringe on users’ rights
and interests in 2022 (“the Notification”). The Notification contained fourteen APPs such as 360 Mo-
bile Phone Guard. The primary problems include popping up information that harasses users, collecting
personal information beyond authorization, vague information provided on the APP distribution plat-
form, requesting for permission from the users forcibly, excessively, and frequently, etc. The notified
APPs shall be rectified before March 21. If the above APPs fail to rectify within the time limit or the
rectification do not satisfy the standard, MIIT will deal with it severely in accordance with the law and
regulations. (More)
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CVERC Finds 17 APPs with Privacy Non-compliance

On 4th March 2022, according to the report of the Xinhua News Agency, National Computer Virus
Emergency Response Center recently monitored and found 17 APPs with privacy non-compliance, in
breach of the Cybersecurity Law, the Personal Information Protection Law. The major problems of the
above APPs include: (1) When the APP runs for the first time, it does not prompt users to read the per-
sonal information collection and use rules such as privacy policy through pop-up windows, or seek the
user's consent in nonexplicit ways such as a default choice to privacy policies; (2) All privacy rights
are not explicitly applied to users; (3) Start collecting personal information before obtaining users' con-
sent; (4) Failure to provide effective ways to correct, delete personal information and ways to cancel
users’ account, or set unreasonable conditions for cancellation of users’ account; (5) Failure to estab-
lish and publish channels for personal information security complaints and reports, or exceeding the

promised time limit for handling and reply. (More)

REARRERZAF =T EMBFHRA, RFABILEREZEHEIN
APPH R E A IILEMARE RWEA

2022F3ATH, mEARRERANT REARRERE =T A MREFEER, ALY K&
FARFPRZERTIRNT o HF, REFI41T “WTHEAMNTRLEA R ZHRA X EEL
AREIILEMAGEREREREFLATFY, AETARREREREFILENSARENEAT
BA#FFRAE REINEREZFZHENMAPPE AU EFEAILEMNAGRNEN, £1ZE
T, WRADpEARULE, FHHNZXEAFERILEEFAATRARENELT, LHFILEE
MIkZ, &k, FRILENLEKF. HE. ZAFR, UWRIILEBHRAFE. &5 RAK
HEENMABRER. EABREGILEEF A AATRARNELT, EAEEHE, RMEAHRE
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The Supreme People’s Procuratorate of the People’s Republic of China (“SPP”)
Published the 35th Batch of Guiding Cases, including A Child Molestation Case
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Leading to Illegal Collection and Use of Children's Personal Information through
Short Video APP

On 7™ March 2022, the Supreme People's Procuratorate published the 35™ batch of guiding cases, with
the topic of “minor protection procuratorial public interest litigation”. Among the cases, NO. 141 case
named “Administrative public interest litigation where people’s procuratorate of Yuhang district of
Hangzhou raised a public interest litigation against a Beijing company in breach of child’s personal in-
formation interests. People’s procuratorate of Beijing supervised the protection of children's personal
information rights and interests” was a child molestation case leading to illegal collection and use of
children's personal information through short video APP. In NO. 141 case, the APP involved allowed
the child to register an account and collect and store the child's information, including location, contact
information, as well as the child's facial recognition features, voice recognition features and other per-
sonal sensitive information without informing in a significant and clear way, and without the explicit
consent of the child's guardian. Without the explicit second consent of the child's guardian, the APP
used background algorithm to directly push short videos containing children's personal information to
users who have the preference of browsing children's content videos. The app does not take differentiat-
ed management measures for children's accounts. By default, users can click "register" and send mes-
sages to children's accounts and obtain their geographical location, facial features, and other personal infor-
mation. From January 2018 to May 2019, Mr.XU, after receiving a short video containing children's personal infor-
mation pushed by the APP, he then contacted multiple children through private messages, and committed indecent
crimes against three of them. (More)

(TEAHELP(ER)) EXELR AFEREL

202243 F7H, FEHAARECERLAT (FEHAHKELF(EF)) WERENLRE ( “ (&
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Henan Data Regulations (Draft) Solicits Public Comments

On 7th March 2022, Henan Big Data Administration issued the exposure draft of Henan Data Regula-
tions (Draft) (“the Draft”). The consultation time is from 7 March 2022 to 6 April 2022. The Draft ap-
plies to data processing, using, supervision and security inside Henan Province. The Draft sets special
chapters to stipulate processing requirements of public data and non-public data. Additionally, the Draft
makes detailed provisions on data development and utilization, data security and legal liability, aiming
to protect the rights and interests of natural persons, legal persons and unincorporated organizations re-
lated to data, to standardize data processing activities, to ensure data security, to cultivate data factor
market, to promote data development and utilization, and to serve economic and social development

and the construction of a strong digital province. (More)
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CPPCC members suggest establishing a '"data bank" to protect key data and na-
tional security to the maximum extent

On 11th March 2022, according to the report of Journal of the Chinese People's Political Consultative
Conference, CPPCC member TAN Jianfeng submitted a proposal at this year's two sessions (NPC and
CPPCC), suggesting that the state should establish a "data bank". The proposal pointed out that the
unique and non-renewable data, such as biometric (face, fingerprint, iris, etc.), DNA data, medical and
health file data, must be uniformly managed by the nation. The market shall not collect, store, and use
these sensitive data under the unified management of the state. These sensitive data can only be re-
turned to the market after desensitization, encryption and identification. TAN Jianfeng pointed out that
"Convenience is not equal to security. The development of the Internet brings convenience to our life,
study, and work. However, big data also infringes privacy to a certain extent, and some people surf on
the Internet without any privacy protection. The accumulation of personal privacy security issues is a

national security issue." (More)

RXEEFXZZRS (SEC) XAHM, AR EFTAAEKERBEEFTHHE
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SEC Proposes Rules on Cybersecurity Risk Management, Strategy, Governance,
and Incident Disclosure by Public Companies

On 9th March 2022, the Securities and Exchange Commission (SEC) proposed amendments to its rules
to enhance and standardize disclosures regarding cybersecurity risk management, strategy, governance,
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and incident reporting by public companies. The proposed amendments would require, among other
things, current reporting about material cybersecurity incidents and periodic reporting to provide up-
ates about previously reported cybersecurity incidents. The proposal also would require periodic re-
porting about a registrant’s policies and procedures to identify and manage cybersecurity risks; the
registrant’s board of directors' oversight of cybersecurity risk; and management’s role and expertise
in assessing and managing cybersecurity risk and implementing cybersecurity policies and proce-
dures. The proposal further would require annual reporting or certain proxy disclosure about the
board of directors’ cybersecurity expertise, if any. The proposed amendments are intended to better
inform investors about a registrant's risk management, strategy, and governance and to provide timely
notification to investors of material cybersecurity incidents. (More)

FEDCMSATHRETHREEWLERE

20223 A10H, #EE#HF. X, FURMEKFTHLAA T —THFNLERE, EEEHT AR
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DCMS Releases New Legislation Set to Make Digital Identities More Trustworthy
and Secure

On 10th March 2022, Department for Digital, Culture, Media & Sport released a new legislation set
to make digital identities more trustworthy and secure. Following a public consultation, the govern-
ment has announced it will introduce legislation to make digital identities as trusted and secure as of-
ficial documents such as passports and driving licenses. In the new legislation, organizations will
need to gain a new Trustmark to show they can handle people’s identity data in a safe and consistent
way. (More)

EEGRERAANE (UCO) AT (BEL. BAMRAMBRARSRENL) £
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REGERETRAANELARL (RTEAN, BEUFRAEBREIANRFTEE (£5) )
(“BER”) EXKEN. ZEHpWE, F—FE “BEL4UAUEN", A THERFET =
TEANWAMRAERE, REMEEFM, F_Fx “TRAKL”, EANBwMETRAE
WEETITHELN. $=F2 “Bet”, BETRELMMELHZ AW X ERA, FH
T2 BRE5EE, BMETHEAEBEZXNNMALREATELH LA ERXRBE R T .
(BEEEZ%)

ICO Call for Views: Anonymization, Pseudonymization and Privacy Enhancing
Technologies Guidance

The ICO is calling for views on its updated draft guidance on anonymization, pseudonymization and
privacy enhancing technologies (“the Draft”). The Draft includes four chapters. The first chapter is
‘Introduction to Anonymization’, which outlines the legal, policy and governance issues around the
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application of anonymization in the context of data protection law. The second chapter is
‘Identifiability’, which focuses on how to assess anonymization in the context of identifiability. The
third chapter is ‘Pseudonymization’, which explains the key differences between pseudonymization
and anonymization. The fourth chapter is ‘Accountability and Governance’, which explains the gov-
ernance approach to be taken when people anonymize personal data. (More)
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President Biden to Sign Executive Order on Ensuring Responsible Development
of Digital Assets

On 9th March 2022, according to report of the White House, President Biden will sign an executive
order on ensuring responsible development of digital assets. The rise in digital assets creates an op-
portunity to reinforce American leadership in the global financial system and at the technological
frontier, but also has substantial implications for consumer protection, financial stability, national se-
curity, and climate risk. Therefore, President Biden will sign an Executive Order outlining the first
ever, whole-of-government approach to addressing the risks and harnessing the potential benefits of
digital assets and their underlying technology. Specifically, the Executive Order calls for measures to:
1) Protect U.S. Consumers, Investors, and Businesses; 2) Protect U.S. and Global Financial Stability
and Mitigate Systemic Risk; 3) Mitigate the Illicit Finance and National Security Risks Posed by the
[licit Use of Digital Assets; 4) Promote U.S. Leadership in Technology and Economic Competitive-
ness to Reinforce U.S. Leadership in the Global Financial System; 5) Promote Equitable Access to
Safe and Affordable Financial Services; 6) Support Technological Advances and Ensure Responsible
Development and Use of Digital Assets; 7) Explore a U.S. Central Bank Digital Currency (CBDC).
(More)
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Italian SA Fines Clearview AI EUR 20 million

On 10th March 2022, the European Data Protection Board released the news that a EUR 20 million is
imposed to Clearview Al by the Italian SA on 10th February 2022. The Italian SA launched an own vo-
lition proceeding following press reports on several issues in connection with facial recognition products
which were offered by the Clearview Al Inc. Moreover, the Garante received, during 2021, four com-
plaints and two alerts by two organizations that are active in the field of protecting privacy and the fun-
damental rights of individuals against Clearview. The inquiries and assessment by the Italian SA found
several infringements by Clearview Al Inc. The personal data held by the company, including biometric
and geolocation information, were processed unlawfully without an appropriate legal basis. Additional-
ly, the company infringed several fundamental principles of the GDPR, such as transparency, purpose
limitation, and storage limitation; it failed to provide the information set out by Article 13-14, to provide
information on an action taken on a request under Article 15 within the due timeframe, and to designate
a representative in the EU. (More)

EAFNTWARENMARKFFEHER R
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Four Leading Australian Watchdogs Form Digital Platform Regulators Forum

On 13th March 2022, according to techbusinessnews.com.au, four major Australian watchdogs have
formed the Digital Platform Regulators Forum (DP-REG) initiative to create greater collaboration and
information sharing regarding the regulation of digital platforms. The Digital Platform Regulators Fo-
rum has been formed to jointly scrutinize internet search engines, social media services, private messag-
ing services, electronic marketplaces, and other platforms. As the federal government conducts various
reviews on how best to regulate digital platforms, the DP-REG will provide an overarching focus to
consider the best approach to competition, consumer protection, privacy, online security, and data over-

lays. (More)
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CNIPA responded: The design patent evaluation report cannot prove whether the
alleged infringing design is identical or substantially identical to the existing design

Recently, CNIPA issued a reply to the "Zhejiang Intellectual Property Administration's Request for
Instructions on Whether the Patent Evaluation Report Provided by the Requester Can Be Directly Used
as the Existing Design Defense Evidence". The reply clearly stated, local IPO cannot proactively apply
the existing design defense, if the accused infringer does not raise such defense.

In addition, the design patent right evaluation report is an evaluation of whether the design patent com-
plies with the conditions for granting patent. Therefore, the design patent right evaluation report cannot
prove whether the alleged infringing design is the same or substantially the same as the existing de-
sign.

Source: China National Intellectual Property Administration
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Shanghai IP Court made a judgment in patent infringement case for the famous au-
tomobile component producer, the plaintiff was awarded damages of RMB 5.35
million

Shanghai Intellectual Property Court made a first-instance judgment on an invention patent infringe-
ment case. The plaintiff, Valio, is a world-renowned automobile components manufacturer. The court
held that the accused products produced and sold by the two defendants all fall into the protection scope
of the plaintiff's patent claims, and constitute infringement.

Since the evidences cannot reflect the infringing profit of the defendant, the court considered the patent,
the sales volume and sales amount of the accused infringing product, the defendant's gross profit rate
and operating profit, the gross profit rate of the products of the same industry, and the contribution rate
of the patent to the infringing product, the period of the infringement acts, and etc., and affirmed that
the defendant shall compensate the plaintiff for economic losses of RMB 5.35 million.

Source: Shanghai Intellectual Property Court
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Zhejiang Higher People's Court ordered the defendant to compensate more than

RMB 1 million for the infringement on the well-known trademark "RT-Ma
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The court held that, after the plaintiff's long-term use and publicity, the trademark "RT-Mart" had con-
stituted a well-known trademark in China in class 35 for services of "promotion (for others)" , when the
alleged infringement occurred. Although the alleged infringing products are not similar to the services
of the "RT-Mart" trademark, considering that RT-Mart Supermarket sells both its own brand products
and other household appliances, such as refrigerators, there is a certain relationship between the prod-
ucts and services, and the target consumers of the products and services also overlap.

The use of the accused infringing logo by the two defendants on the refrigerator diluted the relevant
public's understanding of the relationship between the plaintiff and the trademark "RT-Mart", and also
cause prejudice to the plaintiff. Therefore, the court ordered the two defendants to compensate the
plaintiff for economic losses of RMB 1 million and reasonable expenses of RMB 108,000.

Lifang & Partners comment: In this case, the court made a detailed discussion on the connection
between the scenario of use of the well-known trademark "RT-Mart" and the accused infringing prod-
ucts, and finally affirmed that the defendant's use of the accused infringing logo on refrigerators and
other products would dilute the connection of the plaintiff and the well-known trademark, and cause
prejudice to the plaintiff. This judgment effectively safeguards the legitimate rights and interests of the
owner of the well-known trademarks. This case also shows that the cross-class protection of well-
known trademarks has boundaries, and it is not a full-class protection covering all classes. Dilution of
the well-known trademark, or the improper use of the reputation of the well-known trademark is the
basis for protection.

Source: Zhejiang Higher People's Court
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SPC defines reverse engineering and corresponding protection measures in a trade
secret litigation

Recently, Supreme People's Court made a second-instance judgment on a dispute over infringement of
trade secret. The plaintiff claimed that the defendant's products used trade secrets, which constituted
unfair competition.

SPC held that "reverse engineering" refers to the disassembly, surveying, mapping and analysis of
products obtained from public channels through technical means to obtain technical information of the
products. The carrier of the plaintiff's technical secret is the products, and once the products enters the
market, the products will be physically separated from the plaintiff's control, which are different from
the internal carrier, such as technical drawings, and formula documents, which can always be under the
control of the trade secret owner.

Therefore, the confidentiality measures taken by the plaintiff shall be able to prevent others from ob-
taining their technical secrets through reverse engineering. However, the confidentiality measures tak-
en by the plaintiff are not sufficient so. The court affirmed that the plaintiff has not taken
"corresponding confidentiality measures" in accordance with the provisions of the Anti-Unfair Compe-
tition Law.

Lifang & Partners comments: SPC clarified the definition of reverse engineering, and point-
ed out that the acquisition of reverse engineering products shall be legal, i.e., those who ob-
tained the product on the market, could disassemble and analyzes the product, which is based
on the ownership to exercise the right to dispose of the product, and shall not be bound by the
unilateral declaration of the owner of the trade secret. Such reverse engineering will not in-
fringe on the trade secrets in the product. Meanwhile, the court also made it clear that for such
products on the market, the owner of the trade secret shall take corresponding confidentiality
measures to counter reverse engineering. If not, the owner of the trade secret shall be deemed
as not taken corresponding confidentiality measures, and the information in the product does
not constitute trade secret under the Anti-Unfair Competition Law.

Source: The Supreme People's Court
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American agricultural machinery giant John Deere sued a Chinese list company for
patent infringement, claiming damages of RMB 10 million

Recently, the listed company Shandong Swan Cotton Machinery Co., Ltd. announced that, it and its
wholly-owned subsidiary were sued by the American agricultural machinery giant Johne Deere for pa-
tent infringement, claiming damages of RMB 10 million.

John Deere is a well-known agricultural machinery giant with a market value of USD 110 billion. John
Deere sued Swan and its subsidiaries on the grounds that the cotton picker product produced by Swan
infringed its invention patent, and requesting the court to order the two defendants to stop infringement
acts, and destroy the unsold infringing products in stock, and order the two defendants to compensate
the plaintiff's economic losses and reasonable expenses totaling RMB 10 million.

Source: Shanghai Stock Exchange
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EU takes measures to protect Ukrainian intellectual property

Recently, the European Commission and the European Intellectual Property Office jointly introduced a
set of measures to protect intellectual property rights in Ukraine. The specific measures include: 1. In
the event that normal communication is blocked, the European Intellectual Property Office will provide
full support to customers in Ukraine to safeguard Ukraine's intellectual property rights in the EU. From
February 24, the bureau has extended the time limit for litigation by one month for all parties whose
place of residence and registration is in Ukraine, and will decide whether to extend further or take other
measures depending on the situation. 2. The European Intellectual Property Office will suspend all
technical cooperation with the Russian and Belarusian intellectual property authorities, as well as tech-
nical cooperation with the Eurasian Patent Organization. 3. Furthermore, the Office will ensure that in-
tellectual property originating in Crimea is not erroneously marked as originating in Russia.

At the same time, according to the request of the European Commission, the Office will also coordinate
with the intellectual property authorities of the relevant countries and regions, take measures to jointly
help the Ukrainian people, prevent the invalidation of their intellectual property rights, and suspend co-
operation with the Russian and Belarusian intellectual property authorities.

Source: curopa.com
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This Newsletter has been prepared for clients and professional associates of Lifang & Partners. Whilst every effort
has been made to ensure accuracy, no responsibility can be accepted for errors and omissions, however caused.
The information contained in this publication should not be relied on as legal advice and should not be regarded as
a substitute for detailed advice in individual cases.
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