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CAC Invites Comments on Draft Amendments to Administrative Measures on Internet-based Information Services
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MIIT Publishes 49 Telecom and Internet Enterprises and Domain Name Agencies that Violated the Rules
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TC260 Issues Guidelines on Ethical Security Risk Prevention of Artificial Intelligence
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German Online Retailer Fined EUR 10.4m for Employee Video Monitoring without Legal Basis
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CAC Invites Comments on Draft Amendments to Administrative Measures on In-
ternet-based Information Services

On January 8, 2021, the Cyberspace Administration of China (“CAC”) published the exposure draft of
a proposed revision to the Administrative Measures on Internet-based Information Services to solicit
public comments. The exposure draft, consisting of 6 chapters and 54 articles, was draft by the CAC in
company with the Ministry of Industry and Information Technology (“MIIT”) and Ministry of Public
Security. Article 5 of the exposure draft clarifies the relevant responsibilities of the internet and infor-
mation authorities, the telecommunications authorities, the public security authorities, and the state se-
curity organs. The deadline for comments is February 7, 2021. (More)
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MIIT Publishes 49 Telecom and Internet Enterprises and Domain Name Agencies
that Violated the Rules

On January 5, 2021, the Cybersecurity Bureau of MIIT released the results of its “double random and
one open” inspection in 2020. The Cybersecurity Bureau said that, in accordance with applicable laws
and regulations, for some telecom and internet enterprises and domain name agencies, it organized ran-
dom inspection on the work of cybersecurity protection, the implementation of network and information
security responsibilities, the implementation of network data security protection responsibilities and
management measures, the registration of telephone users’ real identity information and so on. A total
of 49 telecom and internet enterprises and domain name agencies were found to have violated the rules
to varying degrees during the inspection. The Cybersecurity Bureau had informed each of the enterpris-
es and agencies of the relevant problems, made clear the inspection and rectification requirements and
required the rectification to be completed within a deadline. (More)
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http://www.cac.gov.cn/2021-01/08/c_1611676476075132.htm
http://www.cac.gov.cn/2021-01/08/c_1611676476075132.htm
https://www.miit.gov.cn/jgsj/waj/xyaqgl/art/2021/art_126d93c97aa74505b4d712031b477042.html
https://www.miit.gov.cn/jgsj/waj/xyaqgl/art/2021/art_126d93c97aa74505b4d712031b477042.html
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TC260 Issues Guidelines on Ethical Security Risk Prevention of Artificial Intelli-
gence

On January 5, 2021, the Secretariat of National Information Security Standardization Technical Com-
mittee (“TC 2607) issued the Practice Guidelines for Cybersecurity Standards - Guidance for Ethical
Security Risk Prevention of Artificial Intelligence. It is mentioned that in view of the ethical security
risks that may arise from artificial intelligence, this document provides guidelines for safely carrying
out artificial intelligence research and development, design and manufacturing, deployment and applica-
tion and other related activities. This document is suitable for relevant organizations or individuals to
carry out artificial intelligence research and development, design and manufacturing, deployment and
application and other related activities. (More)
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German Online Retailer Fined EUR 10.4m for Employee Video Monitoring without
Legal Basis

On January 8, 2021, the data protection authority of Lower Saxony, Germany, announced that it has im-
posed a fine of EUR 10.4 million on notebooksbilliger.de AG for video-monitoring its employees for at
least two years without any legal basis. At notebooksbilliger.de, video surveillance was neither limited
to a specific period of time nor specific employees. In addition, the recordings were saved for 60 days in
many cases, which is significantly longer than necessary. The 10.4 million euros are the highest fine to
date that the Lower Saxony’s data protection authority has imposed under the General Data Protection
Regulation. (More)
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https://www.tc260.org.cn/front/postDetail.html?id=20210105115207
https://www.tc260.org.cn/front/postDetail.html?id=20210105115207
https://lfd.niedersachsen.de/startseite/infothek/presseinformationen/lfd-niedersachsen-verhangt-bussgeld-uber-10-4-millionen-euro-gegen-notebooksbilliger-de-196019.html
https://lfd.niedersachsen.de/startseite/infothek/presseinformationen/lfd-niedersachsen-verhangt-bussgeld-uber-10-4-millionen-euro-gegen-notebooksbilliger-de-196019.html
https://lfd.niedersachsen.de/startseite/infothek/presseinformationen/lfd-niedersachsen-verhangt-bussgeld-uber-10-4-millionen-euro-gegen-notebooksbilliger-de-196019.html
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This Newsletter has been prepared for clients and professional associates of Lifang & Partners. Whilst every effort
has been made to ensure accuracy, no responsibility can be accepted for errors and omissions, however caused.
The information contained in this publication should not be relied on as legal advice and should not be regarded as
a substitute for detailed advice in individual cases.
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