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China and EU hold the High-Level Dialogue on Digital Cooperation
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Beijing Plans to Build Big Data Exchange
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A Initial Ruling of Irish DPC Requires Facebook from Sending EU Data to the US
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China and EU hold the High-Level Dialogue on Digital Cooperation

On September 10, 2020, Chinese Vice Premier Liu He and European Commission Executive Vice Pres-
ident Margrethe Vestager co-chaired the online High-Level Digital Dialogue. The two sides called on
China and the EU to promote the practical cooperation in the digital area and implement the important
consensus reached by the leaders of two sides. Furthermore, the two sides had substantial and construc-
tive discussion on issues including standards of communications technology, artificial intelligence and
the safety of non-food products, and made preparations for the China-Germany-EU leaders’ meeting.
(More)
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CBIRC Issues the Notice on Regulating Health Management Services of Insurance
Companies

On September 9, 2020, the China Banking and Insurance Regulatory Commission (“CBIRC”) issued
the Notice on Regulating Health Management Services of Insurance Companies (‘“Notice”). The Notice
specifies that the insurance companies providing health management services shall obtain the authoriza-
tion and consent of consumers when they collect the consumers’ health data, and shall not provide con-
sumers’ personal information or any health data to any third parties without the customer's authoriza-
tion. The companies shall ensure the data security and protect the personal privacy in accordance with
laws. Besides, it is necessary to support trade associations to establish health management business
communication platform for insurance companies, to lead industrial standardization regarding services,
technologies and data, and to establish the relevant information sharing mechanisms. (More)
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http://www.xinhuanet.com/2020-09/10/c_1126479336.htm
http://www.xinhuanet.com/2020-09/10/c_1126479336.htm
http://www.cbirc.gov.cn/cn/view/pages/ItemDetail.html?docId=927766&itemId=928&generaltype=0
http://www.cbirc.gov.cn/cn/view/pages/ItemDetail.html?docId=927766&itemId=928&generaltype=0
http://www.cbirc.gov.cn/cn/view/pages/ItemDetail.html?docId=927766&itemId=928&generaltype=0
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China Proposes Global Initiative on Data Security

On September 8, 2020, China proposed the Global Initiative on Data Security (“Initiative”) at the Inter-
national Seminar on Global Digital Governance with the theme of "seizing digital opportunities for co-
operation and development." The Initiative specifies that states should handle data security in a compre-
hensive, objective and evidence-based manner, and maintain an open, secure and stable supply chain of
global information and communications technology (“ICT”) products and services; ICT products and
services providers should not install backdoors in their products and services to illegally obtain users'
data, control or manipulate users' systems and devices; ICT companies should not seek illegitimate in-
terests by taking advantage of users' dependence on their products, nor force users to upgrade their sys-
tems and devices; etc. (More)
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Beijing Plans to Build Big Data Exchange

On September 7, 2020, Beijing Municipal Bureau of Economy and Information Technology, Beijing
Municipal Commerce Bureau and Beijing Local Financial Supervision and Administration jointly re-
leased an array of policies including the Beijing Municipal Action Plan on Promoting the Innovative
Development of Digital Economy (2020-2022), the Beijing Municipal Implementing Plan on Building a
Pilot Zone for Digital Trade and the Implementing Plan on Building Beijing International Big Data Ex-
change (“Big Data Exchange Implementing Plan”). According to the Big Data Exchange Implement-
ing Plan, an international big data exchange will be put in place in Beijing, featuring authoritative data
information registration, widely recognized data exchange, data operation and management covering the
full industrial chain, data-centric financial innovation service, and new technology-driven data financial
technology.. (More)
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http://www.xinhuanet.com/2020-09/08/c_1126466972.htm
http://www.xinhuanet.com/2020-09/08/c_1126466972.htm
https://mp.weixin.qq.com/s/pFAPWLHqubASRkPLOwd_vA
https://mp.weixin.qq.com/s/pFAPWLHqubASRkPLOwd_vA
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Initial Ruling of Irish DPC Stops Facebook from Sending EU Data to the US

On September 9, 2020, Politico reported that Irish Data Protection Commission (“Irish DPC”) has told
Facebook that it would soon have to stop transferring its European users’ data to the United States be-
cause Facebook’s current procedures fall foul of EU law. The privacy decision involving Facebook re-
lates to so-called standard contractual clauses, or complex legal mechanisms that allow companies to
move data from the EU to other parts of the world. These clauses had come under threat in the July de-
cision from the Court of Justice of the European Union (the case of EU-US Privacy Shield), which stat-
ed that companies and national EU privacy agencies were required to review if such data-transfer mech-
anisms were still legal when countries like the United States did not have sufficient privacy protections
in place. A final ruling in Facebook’s case will come after the company response to the agency’s initial
ruling and after that decision is shared with other EU data protection authorities. That final decision
could come by October, though it could be pushed further back. It was reported that Facebook has
launched legal action against Ireland DPC over data transfers. (More)
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https://www.politico.eu/article/facebook-privacy-data-us/
https://www.politico.eu/article/facebook-privacy-data-us/
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This Newsletter has been prepared for clients and professional associates of Lifang & Partners. Whilst every effort
has been made to ensure accuracy, no responsibility can be accepted for errors and omissions, however caused.
The information contained in this publication should not be relied on as legal advice and should not be regarded as
a substitute for detailed advice in individual cases.
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