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China Amends the Catalogue of Technologies Prohibited or Restricted from Export

On August 28, 2020, China’s Ministry of Commerce and Ministry of Science and Technology jointly
issued the amended Catalogue of Technologies Prohibited or Restricted by China from Export
(“Catalogue”). Compared with the one issued by them in 2008, the amended Catalogue has revised the
items in industries of computer service and software subject to export restrictions, including adding the
technologies relating to artificial intelligence interactive interface technologies, personalized infor-
mation recommendation service technologies based on data analysis under the category of information
processing technology; adding the technology of cryptographic security, high performance detection
(for example, the strategic early warning technology based on large-scale data collection and analysis),
security enhancement for basic software (for example, the security enhancement technology for operat-
ing system and database system); removing the item of information security firewall software technolo-
gy- (More)
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NRTA Releases the 2020 White Paper on Standardization of Online Audio-visual
and Radio and Television Big Data

On August 28, 2020, the General Office of the National Radio and Television Administration
(“NRTA”) released the White Paper on Standardization of Online Audio-visual and Radio and Televi-
sion Big Data (2020 edition) (“White Paper”)._The White Paper builds the overall framework and spe-
cifics of big data standard system in the area of online audio-visual and radio and television based on
the demand of media convergence, and specifies the plan of online audio-visual and radio and television
big data standards from the key fields including basis, data, technology, governance, asset, operation,
security and assessment, which will provide the foundation for standardized construction of online au-
dio-visual and radio and television big data. (More)
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http://www.mofcom.gov.cn/article/b/xxfb/202008/20200802996641.shtml
http://www.mofcom.gov.cn/article/b/xxfb/202008/20200802996641.shtml
http://www.nrta.gov.cn/art/2020/8/28/art_113_52660.html
http://www.nrta.gov.cn/art/2020/8/28/art_113_52660.html
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China Launches a Campaign on Network Environment for Minors

On August 26, 2020, the Ministry of Education, the Cyberspace Administration of China and other four
departments jointly issued the Notice for Jointly Launching the Special Governance Action on Network
Environment for Minors (“Notice”). The Notice specifies that it is necessary to further promote the de-
velopment and application of the network addiction prevention system for minors among online live
streaming and video platforms, to improve the operation mechanisms of real-name and real-person veri-
fication, function restriction, duration limitation, content review and recommendation algorithm, to im-
plement nonprofit online guardian of minors software, to investigate and punish extortion, illegal access
of personal privacy and other illegal activities involving minors in social networking, to launch a cam-
paign against vulgar and harmful information in learning and education, online live streaming, social
networking and other network platforms and applications, to urge enterprises to strengthen the review
on information and contents involving minors and to guide the influential website platforms to strength-
en the construction of exclusive content pools for minors. The special governance action is divided into
three stages and to be accomplished by the end of December, 2020. (More)
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Google’s Privacy Settings Confused Users: Difficult to Opt Out of Location Track-
ing

On August, 26, 2020, Independent reported that new information has surfaced in a lawsuit involving
Google’s data collection and location-tracking practices, including statements by the company’s own

engineers that its privacy settings were confusing to both users and employees. The lawsuit was filed by
Arizona Attorney General’s office against Google in May, which accused Google of deceiving users
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http://www.gov.cn/zhengce/zhengceku/2020-08/26/content_5537641.htm
http://www.gov.cn/zhengce/zhengceku/2020-08/26/content_5537641.htm
https://www.independent.co.uk/life-style/gadgets-and-tech/news/google-privacy-settings-engineers-location-tracking-phone-a9691046.html
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about when and how it tracked their locations and continuing to track them even after they tried to opt
out. (More)
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U.S. Charges Former Uber Security Chief with Covering up Massive Hacking

Recently, Yahoo News reported that a former chief security officer for Uber Technologies, Joseph Sulli-
van, was criminally charged by the U.S. Department of Justice (“DQOJ”) with trying to cover up a 2016
hacking that exposed personal information of about 57 million of Uber’s customers and drivers. DOJ
claimed that Sullivan paid the hackers to sign non-disclosure agreements that falsely stated they had not
stolen data and then-CEO Travis Kalanick was aware of Sullivan’s actions. Kalanick’s successor as
CEO -- current Uber chief Dara Khosrowshahi -- disclosed the payoff, then fired Sullivan and a deputy
after learning the extent of the breach. Uber then paid $148 million to settle claims by all 50 U.S. states
and Washington, D.C. that it had been to slow to reveal the hack. (More)
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https://uk.news.yahoo.com/former-uber-chief-security-officer-193407644.html?guccounter=1
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This Newsletter has been prepared for clients and professional associates of Lifang & Partners. Whilst every effort
has been made to ensure accuracy, no responsibility can be accepted for errors and omissions, however caused.
The information contained in this publication should not be relied on as legal advice and should not be regarded as
a substitute for detailed advice in individual cases.
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